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DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

National Institutes of Health 

National Institute of Diabetes and 
Digestive and Kidney Diseases 
Diabetes Mellitus Interagency 
Coordinating Committee; Notice of 
Meeting 

The Diabetes Mellitus Interagency 
Coordinating Committee (DMICC) will 
hold a web conference on July 18, 2012, 
from 1 to 3:30 p.m. The public is invited 
to participate in the web conference. For 
information on accessing the DMICC 
web conference, go to the DMICC Web 
site at www.diabetescommittee.gov and 
click on ‘‘Meeting Report’’ in the right- 
hand sidebar; on the next page, click on 
‘‘Attend Web Conference’’ (note that the 
‘‘Attend Web Conference’’ link will not 
be active until 30-minutes prior to the 
meeting start time). Non-federal 
individuals planning to attend the web 
conference should notify the contact 
person listed in this notice at least 2 
days prior to the meeting. 

The DMICC facilitates cooperation, 
communication, and collaboration on 
diabetes among government entities. 
DMICC meetings, held several times a 
year, provide an opportunity for 
members to learn about and discuss 
current and future diabetes programs in 
DMICC member organizations and to 
identify opportunities for collaboration. 
The July 18, 2012, DMICC web 
conference will focus on ‘‘Peer Care in 
Diabetes Peer Support and Diabetes 
Control.’’ 

Any member of the public interested 
in presenting oral comments to the 
Committee should notify the contact 
person listed on this notice at least 10 
days in advance of the meeting. 
Interested individuals and 
representatives or organizations should 
submit a letter of intent, a brief 
description of the organization 
represented, and a written copy of their 
oral presentation in advance of the 
meeting. Only one representative of an 
organization will be allowed to present; 
oral comments and presentations will be 
limited to a maximum of 5 minutes. 
Printed and electronic copies are 
requested for the record. In addition, 
any interested person may file written 
comments with the Committee by 
forwarding their statement to the 
contact person listed on this notice. The 
statement should include the name, 
address, telephone number and when 
applicable, the business or professional 
affiliation of the interested person. 
Because of time constraints for the 

meeting, oral comments will be allowed 
on a first-come, first-serve basis. 

Members of the public who would 
like to receive email notification about 
future DMICC meetings should register 
on the listserv available on the same 
Web site. 

For further information concerning 
this meeting, contact Dr. Sanford 
Garfield, Executive Secretary of the 
Diabetes Mellitus Interagency 
Coordinating Committee, National 
Institute of Diabetes and Digestive and 
Kidney Diseases, 6707 Democracy 
Boulevard, Room 654, MSC 5460, 
Bethesda, MD 20892–5460, telephone: 
301–594–8803; FAX: 301–402–6271; 
email: dmicc@mail.nih.gov. 

Dated: June 13, 2012. 
Sanford Garfield, 
Executive Secretary, DMICC, Division of 
Diabetes, Endocrinology and Metabolic 
Diseases, NIDDK, National Institutes of 
Health. 
[FR Doc. 2012–14938 Filed 6–19–12; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2012–0002] 

Critical Infrastructure and Key 
Resources (CIKR) Asset Protection 
Technical Assistance Program 
(CAPTAP) Survey 

AGENCY: National Protection and 
Programs Directorate, DHS. 
ACTION: 60-day notice and request for 
comments; Reinstatement, with change, 
of a previously approved collection: 
1670–0011. 

SUMMARY: The Department of Homeland 
Security (DHS), National Protection and 
Programs Directorate (NPPD), Office of 
Infrastructure Protection (IP), 
Infrastructure Information Collection 
Division (IICD) will submit the 
following Information Collection 
Request to the Office of Management 
and Budget (OMB) for review and 
clearance in accordance with the 
Paperwork Reduction Act of 1995 (Pub. 
L. 104–13, 44 U.S.C. Chapter 35). 
DATES: Comments are encouraged and 
will be accepted until August 20, 2012. 
This process is conducted in accordance 
with 5 CFR 1320.1. 
ADDRESSES: Written comments and 
questions about this Information 
Collection Request should be forwarded 
to DHS/NPPD/IP/IICD, 245 Murray Lane 
SW., Mailstop 0602, Arlington, VA 
20598–0602. Email requests should go 
to Vickie Bovell, Vickie.Bovell@dhs.gov. 
Written comments should reach the 

contact person listed no later than 
August 20, 2012. Comments must be 
identified by ‘‘DHS–2012–0002’’ and 
may be submitted by one of the 
following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. 

• Email: Include the docket number 
in the subject line of the message. 

• Instructions: All submissions 
received must include the words 
‘‘Department of Homeland Security’’ 
and the docket number for this action. 
Comments received will be posted 
without alteration at http:// 
www.regulations.gov, including any 
personal information provided. 

SUPPLEMENTARY INFORMATION: The 
Critical Infrastructure and Key 
Resources (CIKR) Asset Protection 
Technical Assistance Program 
(CAPTAP) is offered jointly by the 
NPPD/IP and the Federal Emergency 
Management Agency’s National 
Preparedness Directorate to assist state 
and local first responders, emergency 
managers, and Homeland Security 
officials with training (classroom and 
Web-based) to develop comprehensive 
CIKR protection programs in their 
jurisdictions; provide access to the 
Automated Critical Asset Management 
System (ACAMS) tools for using CIKR 
asset data, prevention and protection 
information; and provide training and 
assistance with developing incident 
response and recovery plans to make 
their communities safe. The data 
collection survey measures participant 
satisfaction with the training provided 
through the CAPTAP service. 

OMB is particularly interested in 
comments that: 

1. Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 
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Analysis 

Agency: Department of Homeland 
Security, National Protection and 
Programs Directorate, Office of 
Infrastructure Protection, Infrastructure 
Information Collection Division. 

Title: Critical Infrastructure and Key 
Resources (CIKR) Asset Protection 
Technical Assistance Program 
(CAPTAP) Survey. 

OMB Number: 1670–0011. 
Frequency: Annually. 
Affected Public: Federal, state, local 

first responders, emergency managers, 
and Homeland Security officials. 

Number of Respondents: 700 
respondents (estimate). 

Estimated Time per Respondent: 10 
minutes. 

Total Burden Hours: 116.69 annual 
burden hours. 

Total Burden Cost (capital/startup): 
$0. 

Total Recordkeeping Burden: $0. 
Total Burden Cost (operating/ 

maintaining): $13,145.00. 
Dated: June 12, 2012. 

Richard Driggers, 
Acting Chief Information Officer, National 
Protection and Programs Directorate, 
Department of Homeland Security. 
[FR Doc. 2012–15014 Filed 6–19–12; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2012–0014] 

DHS Data Privacy and Integrity 
Advisory Committee 

AGENCY: Privacy Office, DHS. 
ACTION: Committee Management; Notice 
of Federal Advisory Committee Meeting. 

SUMMARY: The DHS Data Privacy and 
Integrity Advisory Committee will meet 
on July 17, 2012, in Washington, DC. 
The meeting will be open to the public. 
DATES: The DHS Data Privacy and 
Integrity Advisory Committee will meet 
on Tuesday, July 17, 2012, from 1 p.m. 
to 5 p.m. Please note that the meeting 
may end early if the Committee has 
completed its business. 
ADDRESSES: The meeting will be held at 
the U.S. Access Board, 1331 F Street 
NW., Suite 800, (across from the 
National Press Building) Washington, 
DC 20004–1111. 

For information on facilities or 
services for individuals with 
disabilities, or to request special 
assistance at the meeting, contact 
Shannon Ballard, Designated Federal 

Officer, DHS Data Privacy and Integrity 
Advisory Committee, as soon as 
possible. 

To facilitate public participation, we 
invite public comment on the issues to 
be considered by the Committee as 
listed in the SUPPLEMENTARY 
INFORMATION section below. A public 
comment period will be held during the 
meeting from 4:00 p.m. to 4:30 p.m., and 
speakers are requested to limit their 
comments to 3 minutes. If you would 
like to address the Committee at the 
meeting, we request that you register in 
advance by contacting Shannon Ballard 
at the address provided below or sign 
up at the registration desk on the day of 
the meeting. The names and affiliations, 
if any, of individuals who address the 
Committee are included in the public 
record of the meeting. Please note that 
the public comment period may end 
before the time indicated, following the 
last call for comments. Written 
comments should be sent to Shannon 
Ballard, Designated Federal Officer, 
DHS Data Privacy and Integrity 
Advisory Committee, by July 6, 2012. 
Persons who wish to submit comments 
and who are not able to attend or speak 
at the meeting may submit comments at 
any time. All submissions must include 
the Docket Number (DHS–2012–0014) 
and may be submitted by any one of the 
following methods: 

• Federal eRulemaking Portal: 
http://www.regulations.gov. Follow 

the instructions for submitting 
comments. 

• E-mail: PrivacyCommittee@dhs.gov. 
Include the Docket Number (DHS– 
2012–0014) in the subject line of the 
message. 

• Fax: (703) 235–0442. 
• Mail: Shannon Ballard, Designated 

Federal Officer, Data Privacy and 
Integrity Advisory Committee, 
Department of Homeland Security, 245 
Murray Lane SW., Mail Stop 0655, 
Washington, DC 20528. 

Instructions: All submissions must 
include the words ‘‘Department of 
Homeland Security Data Privacy and 
Integrity Advisory Committee’’ and the 
Docket Number (DHS–2012–0014). 
Comments received will be posted 
without alteration at http:// 
www.regulations.gov, including any 
personal information provided. 

If you wish to attend the meeting, 
please plan to arrive at the U.S. Access 
Board by 12:45 p.m., to allow extra time 
to be processed through security, and 
bring a photo I.D. The DHS Privacy 
Office encourages you to register for the 
meeting in advance by contacting 
Shannon Ballard, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, at 

PrivacyCommittee@dhs.gov. Advance 
registration is voluntary. The Privacy 
Act Statement below explains how DHS 
uses the registration information you 
may provide and how you may access 
or correct information retained by DHS, 
if any. 

Docket: For access to the docket to 
read background documents or 
comments received by the DHS Data 
Privacy and Integrity Advisory 
Committee, go to http:// 
www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
Shannon Ballard, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, Department of 
Homeland Security, 245 Murray Lane 
SW., Mail Stop 0655, Washington, DC 
20528, by telephone (703) 235–0780, by 
fax (703) 235–0442, or by email to 
PrivacyCommittee@dhs.gov. 
SUPPLEMENTARY INFORMATION: Notice of 
this meeting is given under the Federal 
Advisory Committee Act (FACA), 5 
U.S.C. App. 2. The DHS Data Privacy 
and Integrity Advisory Committee 
provides advice at the request of the 
Secretary of Homeland Security and the 
DHS Chief Privacy Officer on 
programmatic, policy, operational, 
administrative, and technological issues 
within the DHS that relate to personally 
identifiable information, as well as data 
integrity and other privacy-related 
matters. The committee was established 
by the Secretary of Homeland Security 
under the authority of 6 U.S.C. 451. 

Agenda 
During the meeting, the Chief Privacy 

Officer will provide the Committee an 
update on the activities of the DHS 
Privacy Office. 

In support of the Committee’s ongoing 
advice to the Department on 
implementing privacy protections in 
DHS operations, the Committee will 
hear and discuss a presentation on the 
DHS Office of Operations’ use of social 
media for situational awareness. The 
Committee will also hear and discuss a 
presentation on privacy considerations 
surrounding the United States Coast 
Guard (USCG) pilot program to use 
biometrics in their illegal immigration 
interdiction process at sea. 

During the meeting, the Committee 
plans to discuss and may vote on a draft 
report to the Department providing 
guidance on privacy protections for 
cybersecurity pilot programs. The draft 
report will be posted on the 
Committee’s Web site (www.dhs.gov/ 
privacy) on or before July 13, 2012. If 
you wish to submit comments on the 
draft report, you may do so in advance 
of the meeting by forwarding them to 
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